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B2B 
V e r i f i c a t i o n o f t h e 
company’s clients -  KYC, 
AML and more. Protecting 
the company’s information 
from leaks.
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B2C 

Prevention of information 
l e a k s , d e t e c t i o n o f 
already existing leaked 
information, аlerting and 
minimizing losses from 
leaks. 
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MANY OTHER 

TECHNOLOGIES 
Request and receive a 
full description of the 

services provided 
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Why we? 
The vital relevance of the proposed solutions. 
There are many thousands of small and medium-size businesses (for 
example stocks trading firms, technology R&D companies, applicants for 
commercial tenders, etc.) to which a leak from their database or e-mail 
message can cause huge losses and consequently force them to 
administer costly changes in their organization’s internal conduct. 

By its alerting means OSINT Losena LTD. enables its customers to 
quickly respond to a critical leak incident and significantly minimize 
the customer’s damage and losses. 

http://www.osint.ltd
http://www.ifu.app
mailto:we@osint.ltd
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FOR POTENTIAL INVESTORS : 
At the moment we are looking for potential partners and 
investors. To accelerate technology development, we need a 
serious horizontal scaling of the company. 


We are ready to provide a detailed road map, financial plan and 
calculation of the company's development potential upon first 
request.


Estimated investment: $2.5 million for 25% of the company.

Important notes about the market. 
The market for the services that company offers 
is rapidly growing due to several factors: 

1. The expanding boom in on-line financial 
services.  

2. The across the globe correspondence 
with customers, sub-contractors, patent 
attorneys, clients, etc. 

3. The growing work-from home mode that, 
in many cases, makes use of private 
devices (computers and cellphones) for 
working purposes.  

4. The growing use of unsecured Wi-Fi nets 
(in coffee places, hotels, airports, etc.). 

5. The frequent moving of employees to 
often competing or complementing 
employers. 

6. The growing use of devices operated by 
IOT and the need for their protection.  

While OSINT Losena provides responses to 
such needs, its AI based solutions are flexible 
and can be adapted to unforeseen changes in  
market demands. Thus, for example, if asked for, 
we can adopt the algorithms to be used for 
communication interception or distortion of 
leaking information. 

The Company’s core team and history 
The leadership of our team is comprised of the 
following people: Sergei Kraizman, Vitali Sokol 
and Eduard Krasnopolsky. 

Over the years of working in the field of 
Internet finance (more than 50 years of joint 
experience), we clearly understand all the 
strengths and weaknesses of storing and using 
vital information. In the last two years, we have 
been developing our proprietary cybersecurity 
products. 

We continue to develop our algorithms, write 
and debug software, and prepare additional 
patent applications. 

Up to now, we have invested over three Million 
NIS from our own funds. 

We have already launched our software 
package by the end of spring 2023. 
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